
WhatsApp Strict Account settings: come attivare la nuova funzionalità per 

difendersi dai cyber-attacchi 

La nuova funzionalità «Impostazioni restrittive dell’account» alza ulteriormente l’asticella 

della sicurezza di WhatsApp (con un occhio di riguardo per personaggi pubblici e giornalisti): 

una guida per attivarla su iOS e Android (Fonte: https://www.corriere.it/ 29 gennaio 2026) 

 

Le minacce informatiche sono ormai all’ordine del giorno, l’esigenza di adottare nuovi sistemi per 

proteggere i dati personali e le informazioni sensibili è sempre più forte.  

Per tutelare la sicurezza e la privacy dei propri utenti dagli attacchi informatici più 

sofisticati, WhatsApp ha recentemente introdotto Strict Account Settings, una nuova funzionalità 

rivolta soprattutto a coloro che necessitano di un ulteriore livello di protezione. Figure come i 

personaggi pubblici o i giornalisti, probabili bersagli di offensive mirate o di attacchi basati su 

ingegneria sociale (come quello che di recente ha colpito il noto youtuber Andrea Galeazzi). 

Qualcosa di simile alla «Lockdown Mode», introdotta da Apple per iPhone tempo fa, o 

al Programma di protezione avanzata dell'account Google. 

 

Come attivare WhatsApp Strict Account  

Attivare la nuova funzionalità di sicurezza su WhatsApp è molto semplice e intuitivo: su entrambi i 

sistemi operativi mobile (iOS e Android) è sufficiente recarsi nella sezione «Impostazioni» dal 

menu principale, cliccare su «Privacy» e infine accedere alla voce «Avanzate», presente nella 
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porzione inferiore della schermata: arrivati qui, l’utente avrà diverse possibilità per rafforzare la 

sicurezza, con opzioni da spuntare in base alle proprie preferenze.  

Il nuovo strumento (al momento in fase di distribuzione) di WhatsApp funge da vero e proprio 

«scudo» di protezione nei confronti di potenziali minacce esterne, affiancandosi alla già 

esistente crittografia end-to-end: nel caso in cui le impostazioni restrittive dell’account siano 

attivate, infatti, diverse funzionalità del servizio di messaggistica istantanea vengono «spente» o 

limitate.  

 

Alcune delle opzioni presenti in «Impostazioni restrittive dell'account" 

 

Una volta attive, non sarà più possibile ricevere messaggi, file multimediali o allegati di alcun 

tipo da persone che non fanno parte dei nostri contatti. Si aggiunge poi la possibilità 

di disabilitare le anteprime dei link a siti web di terzi e proteggere l’indirizzo IP durante le 

chiamate effettuate all’interno dell’app attraverso server proprietari che fungeranno da «filtro», 

anche se questo potrebbe tradursi (eventualmente) in una riduzione di qualità delle stesse. 

Meta ha infine annunciato l’implementazione di Rust, un linguaggio di programmazione finalizzato 

alla protezione di video, foto e messaggi da eventuali spyware all’interno delle conversazioni 

personali. 

 

https://engineering.fb.com/2026/01/27/security/rust-at-scale-security-whatsapp/

